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Abstract of the contribution: This paper proposes a solution to identify IP frames belonging to a PDU Set in the 5GS for efficient resource handling of XR and Media services. 
Discussion
In SA2#149-e, a definition for a PDU Set was agreed as one or more PDUs carrying the payload of one unit of information generated at the application level (e.g., a frame or video slice for XRM Services), which are of same importance requirement at application layer. 
The groups of packets within the PDU Set have inherent dependency on each other in the application layer. 5GS needs to consider the dependency between such packets belonging to a PDU Set to have an enhanced resource utilization. This requires 5GS to identify IP packets at a granularity of PDU Set. 
However, the diverse encoding formats and transport protocols that maybe used for XR and media services make it difficult to have a unique way for identifying PDU Sets. Some guidance information can be provided by the Application Function which has the knowledge of the protocols in use for a service data flow.  
This contribution proposes a solution for AF to provision guidance information for identifying a PDU Set in 5GS. 
Proposal

It is proposed to introduce the following solution to TR 23.700-060 v0.1.0.
*** Start of changes ***
6.0
Mapping of Solutions to Key Issues
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*** Next change (all new text) ***
6.X
Solution X : RTP/SRTP based PDU Set identification   
This solution addresses the following questions from Key Issue #4 and Key Issue #5

Key Issue#4 
-
What information should be provided to the 5GS regarding PDU Set for integrated packet handling, and how such information should be provided.
-
How the 5GS identifies that a PDU belongs to a specific PDU Set.
Key Issue#5 

-
How does the 5GS identify the PDUs of one PDU Set.
6.X.1 Description 
5GS needs to provide enhanced QoS treatment for PDU Sets corresponding to the XR and Media traffic. The application traffic for these services can correspond to diverse transport protocols. Typical streaming media applications tend to use RTP or SRTP as transport protocols. Additional information about the SDF is required to detect and identify PDU Sets from this traffic at the end points of 5GS. This information can be provided by the Application Function which has more detailed information about the traffic. 

5GS already provides interfaces through which AF can provide traffic influence parameters for specific Service Data Flow. This solution describes the additional information required for handling XR and media traffic using RTP and SRTP flows. 
6.X.1 Procedures

6.X.1.1 Enhancements to IP Packet Filter Set 
Currently 5GS uses the IP Packet Filter Set to derive the QoS rule and Packet Detection Rule to identify and classify one or more IP Packets. The following components or combination of these are used for IP Packet Filter Sets as defined in clause 5.7.6 in 23.501.

-
Source/destination IP address or IPv6 prefix.

-
Source / destination port number.

-
Protocol ID of the protocol above IP/Next header type.

-
Type of Service (TOS) (IPv4) / Traffic class (IPv6) and Mask.

-
Flow Label (IPv6).

-
Security parameter index.

-
Packet Filter direction.

To identify and map IP packets to one or more PDU Sets, the following components or combinations of them could additionally be used in creating IP packet filter sets. 
· RTP header based condition

· RTP pay-load based condition 

· RTCP header based condition

· SRTP header based condition

· SRTP pay-load based condition

· SRTCP header based condition 

The AF can provide the additional conditions for an SDF through packet filtering information in NEF service, Nnef_TrafficInfluence.  
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Figure 6.X.1.1- 1 AF provisioned guidance for PDU Set identification
6.X.1.2 Conditions for IP packets based on RTP 

The conditions based on RTP header could be defined based on either one or a combination of the following fields. 

· Use of RTP Header extension information – RTP Header extensions can carry additional information on PDU Set type, codec type [R1], [R2]
· Use of marker bit in RTP header – the marker bit can identify the PDU Set boundaries. This information could be used along with a condition to map timestamp/payload type to identify IP packets belonging to a PDU Set. [R1]
· Use of RTP header from hint track [R6] [R7]
The conditions based on RTP payload [R4], [R5]
· Additional information derived from parsing of RTP payload header can identify PDU Set boundaries 

· Determination of PDU Set start and end based on RTP Payload format RFCs 

AF could also specify an RTCP header parsing information to map RTCP packets to a different QoS Flow. 

6.X.1.3 Condition for IP Packets based on SRTP

SRTP encrypts RTP payload only. Hence packet filter conditions can be specified using parsing of header information for SRTP streams. 

The conditions based on SRTP header [R3] could be defined based on either one or a combination of the following fields. 

· Use of SRTP Header extension information – RTP Header extensions can carry additional information on PDU Set type, codec type 

· Use of marker bit in SRTP header – the marker bit can identify the PDU Set boundaries. This information could be used along with a condition to map timestamp/payload type to identify IP packets belonging to a PDU Set. 

6.X.3 Impacts to existing nodes   

NEF: Enhancement to the TrafficInfluence Service to enable AF to specify additional packet filtering information
SMF: Configuring PDRs and QoS Rules based on packet filter sets with additional information 
PCF: Use of additional information to derive packets filter set for PCC rules
UPF: Use of PDR with enhanced packet filter Sets to map downlink IP packets to QoS Flows. 
UE: Use of QoS Rules with enhanced packet filter Sets to map uplink packets to QoS Flows.
*** Next change ***
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